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Overview
These 6.2.2 release notes explain the new features available in this release of Jade Investigations
Case Management (ICM) .

There are changes for:

Regular users

ICM System Administrators

We've also resolved a few minor issues in this release.
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Changes for Regular Users
This section explains the changes in the 6.2.2 version of ICM that apply to regular users.

Prevent a User from Accessing a Case
You can blacklist a user to prevent them from accessing a case.

If a user has been blacklisted, they won't be able to open the case or see the case in a search
result.

If they try to access the case from the Favourites or Recent areas, they'll see a message that says:

Your access to this entity has been removed.

You can't blacklist a Case Officer.

To blacklist a user:

1. Open the case you want to prevent the user from accessing.

2. Select the Access tab.

3. Select the Blacklist subtab.

4. Select the user you want to blacklist.

5. Use the Select icon to select them.
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6. Save your changes.

Edit a Phase or Line of Enquiry For a Completed Task or
Task Result
For tasks and task results that have been completed, you can change a phase or line of enquiry.

Map Comments when You Import Entities
When you import a file containing entities, you can map your comments.

When you select an attribute that has comments, you can map one of the columns in the file to the
comments for that attribute.
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You'll Be Warned If You Export More Data to Excel than a
Field Can Display
The row height in Excel has a hard limit. This means if you export a lot of data from ICM to Excel,
Excel will visually truncate data that's too long to display in a field.

The point at which truncation occurs is unpredictable because it also depends on the column width.

We've added a warning message in ICM to remind you that some of your data might be hidden
when you export it to Excel.

ICM will warn you if the amount of data in a Description field exceeds the predetermined length set
by your ICM system administrator. It won't limit or truncate the data.

This warning is in place for exporting:

Source entities

Property Reports

Property Items

The warning is re-evaluated when you tab out of the Description field. You'll only see it if there's
hidden data.

You'll also be warned if you open an entity in which the Description exceeds the limit.

You'll still be able to save longer descriptions.
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It's Easier to Manage Exclusions for Disclosure
Previously Now

For tasks and task results, only the case
officer and the person who created the task
could perform disclosure on tasks and task
results in that case.

We've removed this restriction so any user
with disclosure capabilities in a case can
perform disclosure on tasks and task
results in that case.
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It's Easier to Manage Property Continuity Emails
We've made the following changes to managing property continuity emails:

If there’s only one email continuity template available, it will be preselected for you.

When you edit an email continuity template, you'll see two Add icons instead of the old
Substitution button:

You can use the first Add icon to add to the email message.

The second Add icon is for adding email addresses.
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If required you can send a continuity email to the address of the Person From.
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Changes for ICM System Administrators
This section explains the changes in the 6.2.2 version of ICM that apply to the ICM System
Administrator in your organisation.

Specify a Character Limit for Warning Users About an Entity
Description
If you're a system administrator for ICM, you can specify the maximum length of an entity
description.

If a user enters a description that's longer than what you've specified, they'll be warned that their
description might be truncated when they export the data to Excel.

To specify a character limit:

1. Select Admin > System > Settings.

2. Make sure the Options tab is selected.

3. In theWarn user when entity description ... field, enter the maximum number of characters for
an entity description.

4. Save your changes.
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Increase the Complexity Requirement for Passwords
If you are the ICM system administrator, you can set an option to enforce complex passwords.

These reduce the chance of your system being compromised in a security event.

If you enable the complex password setting, a user's password will need to contain characters from
at least three of the following character sets:

Lower case characters

Upper case characters

Numbers

Special characters

Once you've enabled the setting for more complex passwords, the next time a user logs in to ICM
with an existing password that fails to meet the criteria, they'll be notified of this.

When they select OK on the message that notifies them, they'll have to change their password
before they can use ICM.

ACTIVATE THE COMPLEX PASSWORD REQUIREMENT
1. Select Admin > System > Settings.

2. Select the Security tab.

3. Select Enforce complex passwords.
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Make an Attribute Only Required for New Entities
Some attribute types are required. If you are the ICM system administrator, you can set these
attribute types to only be required when a user creates a new entity.

This enables users to edit existing entities without having to enter data for that attribute.

How do I know whether an attribute is always required, or only required when a new entity is
created?

Look for the number of asterisks * in the attribute lists:

One asterisk * means the attribute is always required

Two asterisks ** mean the attribute is only required when new entities are created
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Issues Resolved in 6.2.2
We’ve resolved the following issues in this release:

You can complete the following actions without getting an unhandled exception error:

Open a Task List from a system notification

Open the disclosure for an entity which has at least one case where it has been fully
verified, and then:

Select All in the case drop-down

Select a fully verified entry

Use the Unverified button

You can exclude Completed tasks from a disclosure.

The Case Contents automatically refreshes when a case note is deleted from the case.

This is most noticeable when you open the case note from the Case Contents to delete it.

The backup dialog under System Settings > Backup & Housekeeping shows when the
backup is complete.

The backup no longer creates excessive logs when a file exception occurs.

This happened sometimes when the system cleaned up old folders or renamed existing
ones.

We've also suppressed the backup being retried multiple times when an error occurs.

If an error occurs during bulk security updates, this won't cause an entire failure. Instead,
ICM will collate the errors and let you know it's done this.

You won't be able to see the Admin > Security > Business Unit/Region option unless you're
an ICM system administrator.
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